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–	Executive	Summary	
	

This	document	contains	compact	External	Evaluation	report	aiming	to	assess	whether	the	objectives	
of	 ECESM	 TEMPUS	 project	 “Enhancement	 of	 cyber	 educational	 system	 of	 Montenegro”	 544088-
TEMPUS-1-2013-1-SI-TEMPUS-JPHES	 are	 achieved	 in	 accordance	 to	 the	 project	 proposal.	 The	 time	
covered	is	three-year	period,	project	lifetime	(M1-M36).		

The	 quality	 control	 and	 monitoring	 is	 performed	 based	 upon	 all	 available	 documentation	 (project	
proposal,	 LFM,	 reports	 &	 deliverables,	 web	 site	 information,	 intermediate	 report,	 and	 feedback	
monitoring	 visit	 reports	 by	 EACEA).	 Also,	 the	 strong	 point	was	 given	 to	 conducted	 interviews	with	
contact	persons	from	partner	institutions	that	were	in	charge	for	specific	tasks.						

The	independent	external	evaluation	findings	are	presented	together	with	the	deliverables	achieved.	
Apart	from	that,	the	detected	changes	and	its	impacts	are	given	along	with	the	indicators	of	progress	
defined	in	the	Logical	Framework	Matrix	of	the	project.	The	majority	of	the	activities	of	the	TEMPUS	
ECESM	 project	 have	 been	met	 according	 to	 project	 proposal,	 and	 also	 the	main	 project	 goals	 are	
successfully	 delivered	 towards	 the	 project	 end.	 	 The	 professional	 and	 experienced	 project	
management	was	one	of	the	mainstays	for	successful	project	implementation.	
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–		

External	Evaluation	Methodology	
	

In	order	to	carry	out	the	External	Evaluation,	the	author	was	given	full	access	to	all	relevant	external	
and	 internal	 documents	 and	 on	 the	 contents	 of	 the	 project’s	 website	 http://www.ecesm.net/.		
Starting	from	the	original	documentation	eg.	project	proposal,	the	Logical	Framework	Matrix	-	LFM,	
available	 documentation	 included	 reports	 &	 deliverables,	 internal	 quality	 control	 and	 monitoring	
reports	for	work	packages,	intermediate	report,	and	feedback	monitoring	visit	reports	by	EACEA,	etc.	

Direct	 communication	with	 project	 coordinator	 prof.	Matjaž	 Debevc	was	 obtained	 almost	 on	 daily	
bases,	 as	well	 as	 Skype	and	email	 communication	with	 contact	persons	 from	other	project	partner	
institutions	in	order	to	collect	and	summarize	the	important	information	for	reporting	and	evaluation	
findings.	 The	 methodology	 starts	 with	 project	 overview	 and	 analyse	 of	 planed	 and	 achieved	
deliverables,	and	cross-matching	with	logical	framework	matrix	in	order	to	define	to	which	extent	the	
quality	of	results	meet	the	plan	according	to	the	available	indicators.	 	Finally,	the	summary	external	
evaluator	finding	is	given.	
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–	
Project	Description	
	

The	 ECESM	 project	 has	 been	 designed	 to	 enhance	 the	 overall	 cyber	 security	 posture	 of	 the	
Montenegro	 by	 accelerating	 the	 availability	 of	 educational	 and	 training	 resources	 designed	 to	
improve	 the	 cyber	 behavior,	 skills,	 and	 knowledge	 of	 every	 segment	 of	 the	 population.	 The	 main	
project	 objective	 is	 to	 improve,	 develop	 and	 implement	 standards,	 guidelines	 and	 procedures	 at	
national	 system	 levels	 in	 Montenegro	 in	 order	 to	 enable	 creation	 of	 agile	 and	 highly	 skilled	
Montenegrin	 forces	 capable	 of	 responding	 to	 a	 dynamic	 and	 rapidly	 developing	 array	 of	 e-threats.	
Developed	 standards	 will	 be	 adopted	 and	 assimilated	 to	 EU	 standards	 having	 in	 mind	 specific	
characteristics	of	Montenegrin	society	by	expanding	existing	legal,	sublegal,	technical	and	economical	
capacities	at	the	national	level.		
	
In	 order	 to	 provide	 solid	 base	 for	 the	 implementation	 of	 newly	 developed	 cyberspace,	 the	 ECESM	
project	will	build	 the	highly	aware	Montenegrin	society	 through	establishing	a	 framework	 for	cyber	
education,	 which	 will	 encourage	 competence	 across	 the	 nation.	 Furthermore,	 the	 ECESM	 project	
provide:	

• Extensive	workshops,	presentations	and	promotions	for	citizens	and	all	levels	of	staff	involved	
in	broad	swaths	of	the	economy	and	individual	actors,	representatives	of	organizations,	etc.	
in	order	to	increase	public	awareness	of	cyber	security	risks	and	understand	specialty	areas	of	
cyber	security	needs;		

• Specialized	 training	 for	 specific	 groups	 of	workers,	 related	 to	 their	 range	 of	 responsibilities	
and	 jurisdictions,	 ranging	 from	 state	 and	 local	 governments,	 private	 sector,	 critical	
infrastructure	 owners/operators,	 large	 companies,	 small	 businesses,	 academic	 institutions,	
and	other	interested	parties;		

• Accredited	 master	 program	 recognized	 and	 supported	 by	 relevant	 international	 academic	
society,	 for	 continuous	 future	 education	 of	 highly	 skilled	 professionals	 in	 specific	 areas	 of	
cyber	 security,	 and	 (iv)	 encouraged	 environment	 for	 further	 research	 activities	 in	 cyber	
security	area.		

	

Project	goals	and	outcomes	will	enable	fulfillment	of	issues	defined	through	the	Montenegrin	process	
of	examinations	with	the	EU	(e.g.	screening	chapter	10	-	Information	society	and	media,	Dec,	2012).	
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Quality	Control	and	Monitoring	of	project	activities	and	results	by	internal	and	external	mechanisms	
will	be	realized	continuously	throughout	the	whole	duration	of	the	project	and	evaluated	at	several	
levels.	The	project	is	aimed	to	make	a	wide	impact	on	the	national	system	in	Montenegro,	and	thus	
the	 synergy	 of	 national	 Ministries	 of	 Defense,	 Interior,	 Justice,	 Finance,	 Education	 and Information 

Society and Telecommunications,	with	relevant	 institutions	in	EU	highly	experienced	in	cyber	education	
and	 threats	 protection,	 is	 the	 best	 guarantee	 of	 the	 sustainability	 of	 project	 results	 beyond	 its	 life	
time.	

Project	wider	objective	

- Breaking	the	lacks	of	educational	system	at	national	level	in	Montenegro	regarding	cyber	
security	field,	increasing	public	awareness	about	cyber	threats	and	potentials	for	responding,	
creating	new	cyber	space	in	Montenegro	with	highly	specialized,	trained	and	educated	
workers,	enhanced	education	and	research	by	establishing	multidisciplinary	Master	program	

	

Project	specific	objectives	

- Adjusting	educational	practice	in	cyber	security	at	national	level	in	accordance	with	EU	
practice	and	standards	

- Increasing	public	awareness	of	cyber	security	risks	and	understanding	of	specialty	areas	of	
cyber	security	needs	

- Improving	knowledge	of	cyber	security	within	organizations	so	that	resources	are	well	applied	
to	meet	the	most	obvious	and	serious	threats	

- Accreditation	of	multidisciplinary	master	program	recognized	and	supported	by	relevant	
international	academic	society,	for	continuous	future	education	of	highly	skilled	professionals	
in	specific	areas	of	cyber	security	

- Encouragement	of	Montenegrin	professionals	and	HE	and	research	environment,		for	further	
research	activities	in	cyber	security	area	
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Work	Packages	

		

	

Deliverable	
/	 Activity	
Ref.	N° 	

Activities	(as	indicated	in	the	LFM)	

1	 Review	and	analyze	existing	European	practice	for	Cybersecurity	education	

1.1	 Analysis	of		existing	European	practice	and	principles	for	Cybersecurity	Education	

1.2	 Analysis	of	the	policy	level	documents	addressing	Cybersecurity	

1.3	
Analysis	of	existing	practice	 in	Montenegro	and	cross-matching	with	European	practices	and	
standards	

1.4	
Develop	policy	and	plan	roadmap	for	implementing	and	managing	Cybersecurity	Education	in	
Montenegro	

2	 Raise	awereness	about	the	risk	of	online	activities	

2.1	 Develop	a	public	cybersecurity	awareness	framework	

2.2	 Improve	citizens’	knowledge	to	allow	them	to	make	smart	choices	as	they	manage	online	risk.	

2.4	 Enable	access	to	cybersecurity	resources	for	citizens	

3	 Develop	and	maintain	an	unrivaled,	globally	competitive	cybersecurity	workforce.	

3.1	
Develop	 a	 usable	 cybersecurity	 competency	 framework	 (Human	 Resources	 &	 Curriculum	
focus).	

3.2	 Provide	a	framework	for	focusing	cybersecurity	training	to	meet	evolving	needs.	

3.3	 Improve	knowledge	of	cybersecurity	within	organizations	and	governmental	bodies	

3.4	
Study	 the	 application	 of	 professionalization,	 certification,	 and	 licensing	 standards	 on	
cybersecurity	career	fields.	
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4	 Broaden	the	pool	of	skilled	workers	capable	of	supporting	a	cyber-secure	nation.	

4.1	 Increase	the	quantity	and	quality	of	cybersecurity	courses	in	undergraduate	study	programs.	

4.2	 Create	multidisciplinary	curriculum	for		master	study	program	for	cybersecurity.	

4.3	 Acreditation	multidisciplinary	Master	sudy	program	in	Cybersecurity	

4.1	 Incentivize,	support,	and	recognize	excellence	in	cybersecurity	research	and	development.	

1	 Quality	Control	and	Monitoring	

1.1	 Internal	quality	monitoring,	assessment		and	control	

1.2	 External	quality	control	and	monitoring		

1.3	 Inter-Tempus	coaching	

1	 Dissemination	

1.1	 Establish	and	maintain	interactive	project	website	in	english	and	local	languages	

1.2	
Organize	workshops,	round	tables	and	special	sessions	 for	dissem.	of	 intermediate	and	final	
results	

1.3	 Start	up	annual	regional	conference	"Cybersecurity	and	society"	

1.4	 Start	up	online	Newsletter	“Cybersecurity	and	society”	

1	 Sustainability	

1.1	 Development	of	sustainability	strategy	of	relevant	project	results	at	the	national	levels	

1.2	 Build	capacity	for	securing	adequate	resources	for	the	Cybersecurity	Education	

1.3	 The	initiatives	for	start-up	Montenegin	Cybersecurity	Education	Centre	–	MCEC	

1	 Management	

1.1	 Overall	project	management	activities	

1.2	 Project	coordination	meetings	

1.3	 Regional	coordination	meetings			
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–	Project	boards	

Project	Management	Board	

1.	University	of	Maribor	-	Matjaz	Debevc	

2.	Tallin	University	of	Technology	-	Marko	Kaaramees	

3.	Global	Center	of	Cyber	Security-	Massimo	Cappelli	

4.	University	of	Roma	Tre	-	Stefano	Guarino	

5.	Buckinghamshire	New	University	–	Florin	Ioras	

6.	University	Donja	Gorica	-	Ramo	Sendelj	

7.	University	Mediterranean	–	Adis	Balota	

8.	Institute	of	Modern	Technology	Montenegro	–	Dragan	Djuric	

9.	Ministry	of	information	society	and	telecommunications	–	Ana	Rakocevic	

10.	Ministry	of	education	–	Nada	Kovac	

11.	Chamber	of	economy	Montenegro	–	Nada	Rakocevic	

Quality	Management	Board	

1.	University	of	Maribor-	Marko	Holbl	

2.	Tallinn	University	of	Technology-	Marko	Kaaramees	

3.	Global	Center	of	Cyber	Security-	Massimo	Cappelli	

4.	University	Donja	Gorica-	Ramo	Sendelj	

5.	University	Mediterranean	–	Andjela	Jaksic	Stojanovic	

National	Management	Board	(Montenegro)	

1.	University	Donja	Gorica	-	Ramo	Sendelj	

2.	University	Mediterranean	-	Andjela	Jaksic	Stojanovic	

3.	Institute	of	Modern	Technology	Montenegro	-	Dragan	Djuric	

4.	Ministry	of	information	society	and	telecommunications	-	Ana	Rakocevic	

5.	Ministry	of	education	-	Nada	Kovac	

6.	Chamber	of	economy	Montenegro	-	Nada	Rakocevic 	
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External	Evaluation	Findings	for	Tempus	ECESM	
	

General	findings	
	

After	detailed	 insight	 in	original	project	proposal	 it	 can	be	concluded	 that	 the	project	was	carefully	
planed	 and	 steps	 towards	 obtaining	 project	 objectives	 are	 duly	 defined.	 Also,	 after	 inspection	 of	
Logical	Framework	Matrix,	it	is	obvious	that	project	team	is	well	aware	of	possible	obstacles	and	risks.		

The	project	thematic	is	highly	important,	but	can	be	conjectural,	taking	into	account	that	country	of	
implementation	 is	 rather	small	which	can	affect	 the	number	of	prospective	students,	as	well	as	 the	
number	 of	 quality	 experts	 in	 the	 field	 of	 cyber	 security.	 Nevertheless,	 the	 project	 team	 has	
demonstrated	good	awareness	on	these	aspects,	and	took	them	into	account	from	the	very	beginning	
of	 the	 project	 plan.	 The	 decision	 of	 project	 consortium	 to	 enhance	 cyber	 educational	 system	 of	
Montenegro	is	to	be	appreciated	at	all	levels	of	educational	system	and	stakeholders.	

The	 three	 project	 boards	 (Project	 Management	 Board,	 Quality	 Management	 Board,	 National	
Management	 Board)	 are	 well	 defined.	 It	 is	 shown	 that	 coordinating	 the	 project	 from	 outside	 of	
partner	 country	 was	 implemented	 on	 high	 level	 and	 obviously	 the	 coordinator	 and	 management	
boards	were	devoted	to	the	project	objectives.		

Development	work	packages	produced	results	in	various	forms:	reports,	trainings,	handbooks.	Actual	
delivery	 dates	 are	 not	 explicitly	 given	 in	 all	 documents,	 but	 according	 to	 the	 metadata,	 most	
deliverables	are	aligned	with	the	proposed	timeline.		

In	 WP1	 all	 deliverables	 are	 fully	 harmonized	 with	 the	 proposal.	 The	 meetings	 held	 in	 order	 of	
coordinating	of	WP1	activities	showed	up	to	be	fruitful	in	terms	of	dispatching	tasks.	

WP2	was	more	 practical	 oriented	 in	 terms	 of	 its	 deliverables.	 As	 result	 two	 versions	 of	 handbook	
were	 produced	 and	 trainings	 were	 organized	 for	 wider	 audience	 primarily	 in	ME.	 Deliverables	 are	
aligned	with	proposal.			

Package	WP3	is	aligned	with	the	proposed	outcomes.	The	basic	competence	framework	is	designed.	
Trainings	 for	organizations	are	planned,	prepared	and	conducted.	Six	 training	sessions	were	held	 in	
Chamber	of	Economy.	Every	training	is	evaluated	and	surveys	shown	that	trainees	were	very	satisfied	
with	knowledge	and	skills	acquired.	
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The	main	proposed	outputs	expected	out	of	the	WP4	are	accredited	study	programs	in	cyber	security.	
The	 UDG	 had	 developed	 a	master	 study	 program	 in	 cyber	 security	 before	 the	 project	 started	 and	
adapted	 it	 afterwards,	 including	 the	 project	 results,	 while	 UNIM	 has	 adapted	 the	 already	 existing	
program	 "Master	 in	 IT"	 introducing	 cyber	 security	 elective	 subjects.	 UNIM	 is	 up	 to	 accredit	 a	 new	
program	in	cyber	security	next	school	year.	This	offset	from	original	proposal	was	arranged	with	the	
Agency	

The	sufficient	number	of	dissemination	activities	 is	highly	evident.	However,	 it	 is	not	clear	which	of	
these	 activities	 are	 targeted	 to	 the	 prospective	 students	 and	 if	 some	 of	 the	 activities	 involved	
students	 as	well.	 The	online	newsletter	 “Cyber	 instructions	 for	 all”,	 and	annual	 conference	 “Cyber	
Security	in	the	Knowledge	Society”	are	started	and	implemented	according	to	the	project	plan.		

It	 is	praiseworthy	that	visibility	of	Tempus	programme	support	for	developing	cyber	security	master	
program	is	highlighted	at	both	university	websites,	as	well	as	at	the	web	pages	for	enrollment	of	new	
master	students.		

The	role	of	non-academic	partners	as	well	as	Ministries	has	been	promoted	till	the	project	end.	Their	
involvement	 is	 intensified	 in	dissemination	and	sustainability	activities	 in	order	 to	strength	 the	new	
offering	of	 cyber	 security	 study	programs.	 Their	 role	 is	 also	evident	 in	promoting	of	Cyber	 Security	
Education	Center	among	the	academic	community	and	business	world.	

The	 two	 field	 monitoring	 visits	 took	 part	 in	 2014	 and	 2015	 with	 several	 recommendations	 and	
remarks.	 The	 consortium	 considered	 the	 remarks	 and	 took	 into	 account	 the	 suggestions	 to	 be	
implemented	 till	 the	 project	 end.	 The	 feedbacks	 from	 the	 intermediate	 report	 were	 taken	 into	
account	in	order	to	maximise	the	project	benefit	to	Montenegrin	higher	education	system.		

	

Deliverable	WP1:	Review	and	analyze	existing	European	practice	for	Cyber	security	
education	

This	package	 is	established	 in	order	 to	 set	ground	 for	 forthcoming	actions.		All	of	 realized	activities	
followed	the	proposed	timespan.		Appropriate	deliverables	are	documented	and	reports	are	available	
online	 in	 form	 of	 four	 reports	 made	 by	 EU	 and	 ME	 partners.	 Deliverables	 are	 fully	 aligned	 with	
proposal.	

Existing	EU	practice	was	rather	thoroughly	presented.	It	overpassed	the	subject	of	practice	and	went	
through	much	wider	context,	even	encompassing	countries	out	of	EU.		Similar	case	is	with	analysis	of	
education	practice.	It	 is	not	clear	why	this	report	did	not	stick	to	EU,	but	rather	spread	over	various	
countries	on	other	continents.	It	is	not	a	lack	per	se,	but	rather	a	question	if	there	wasn't	enough	of	
such	evidence	from	EU.			
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There	 is	 no	 clear	 evidence	 if	 there	 is	 any	 law	 or	 regulation	 adapted	 so	 it	 implements	 the	 project	
results.	

One	meeting	was	arranged	for	organizing	this	WP	in	Maribor.	Accompanied	documentation	is	put	in	
the	"Meetings"	section	of	the	project	web	site.	

Cross-matching	 of	 practice	 is	 presented	 with	 a	 comprehensive	 introduction.	 Intersection	 lines	
between	EU	and	ME	practice	is	shown	with	showcasing	of	various	forms	of	education	provided	in	the	
field	 of	 cyber	 security.	 Classification	 of	 formal/informal	 learning	 given	 as	 the	 summary	 might	 be	
revised	and	term	of	non-formal	learning	could	be	introduced.	

As	a	Pillar	of	the	Education	roadmap	authors	chose	the	PDCA	cycle.	We	find	this	approach	as	highly	
reasonable,	 especially	 in	 area	 of	 cyber	 security.	 As	 the	 security	 is	 a	 process,	 not	 a	 product,	 the	
standard	proposed	the	cycle	as	a	"round	roadmap"	for	information	security	system	establishment	and	
this	approach	is	clearly	applicable	on	cyber	security	too.	

Reports	 are	 produced	 in	 both	 languages	 (EN,	 SR).	 The	 local	 language	 version	 is	 officially	 registered	
with	the	National	library.	

	

Deliverable	WP2:	Raise	awareness	about	the	risk	of	online	activities	
This	 package	 is	 devoted	 to	 research	 of	 current	 state	 of	 public	 cyber	 security	 awareness	 and	 to	 its	
improvement.	All	deliverables	are	completed	in	timely	fashion	and	are	aligned	with	the	proposal.	The	
first	 report	 on	 awareness	 in	 ME	 is	 rather	 comprehensive	 and	 gathers	 information	 from	 different	
sources.	However,	in	several	places	the	diagrams	are	omitted	(just	placeholders,	no	visible	image)	and	
the	report	would	benefit	in	quality	if	these	were	properly	set.	

The	 security	 framework	 was	 given	 by	 considering	 various	 levels	 of	 education	 and	 is	 suppose	 to	
provide	 foundation	 for	 forthcoming	 design	 of	 appropriate	 curricula	 and	 handbook.	 Although	 it	 is	 a	
draft,	report	could	be	more	complete,	i.e.	the	"Summary"	section	is	left	empty.	

The	 training	activity	 is	next	 step.	 It	 is	 set	 in	 form	of	direct	 and	online	 courses	with	different	 target	
groups	 (instructors,	 teachers,	 students).	 A	 group	 of	 10	 instructors	 went	 through	 Cisco	 course	 in	
information	security	 (Introduction	 to	cyber	security)	and	got	certificates.	We	 find	 that	 this	 step	 is	a	
great	 contribution	 in	 moving	 towards	 industry	 standards	 and	 building	 teachers	 capacity	 for	
forthcoming	trainings.	
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–	We	recognize	the	handbook	as	a	very	important	result.	The	content	met	the	proposal:	the	handbook	
is	 made	 for	 average	 users.	 There	 are	 two	 version	 of	 handbook:	 one	 in	 English	 and	 the	 other	 in	
Montenegrin	language.	It	is	stated	that	the	handbook	is	for	"naive	users".	However,	we	find	that	the	
first	version	 is	rather	advanced	and	more	appropriate	for	advanced	users	and	professionals.	On	the	
other	hand,	 the	 second	version	 is	 composed	 in	manner	 that	 is	 understandable	by	wide	auditorium	
and	is	full	of	practical	examples	of	security	mechanisms	available	to	everyday	users.		

	

Deliverable	WP3:	 Develop	 and	maintain	 an	 unrivalled,	 globally	 competitive	 cyber	
security	workforce	

WP3	 activities	 are	 pointed	 towards	 improving	 regulations	 and	 gaining	 impact	 in	 organizations	 and	
industry.	First	step	taken	was	cross	matching	EU	practice	with	ME	current	state.	Reports	are	mostly	
aligned	with	proposal.	Similar	to	WP1,	standards	and	practices	did	not	remain	 in	context	of	EU,	but	
spread	to	US.	Although	we	may	encourage	using	best	practice	from	out	EU,	we	would	recommend	to	
clearly	 distinct	 the	 analysis	 focus	 (EU	practice)	 from	 some	other	possible	useful	 example.	Although	
the	cyber	security	is	a	global	issue,	due	to	nature	and	scope	of	project	it	is	preferable	to	put	emphasis	
on	the	EU	specific	practice.		

The	 security	 questionnaire	 is	 made	 in	 order	 to	 get	 information	 from	 companies.	 It	 is	 in	 rather	
comprehensive	 and	we	 find	 it	 as	 a	 great	 survey	 tool.	On	 the	 other	 hand,	 it	 is	 not	 clear	 how	many	
organizations	 responded	 and	what	 the	 result	 looks	 like.	We	 find	 that	 this	 feedback	would	 of	 been	
beneficial	for	next	deliverable	-	the	competency	framework.		

The	 cyber	 security	 competency	 framework	 is	 build	 upon	 industry	 standards	 and	 is	 supposed	 to	 be	
implemented	 in	 organizations	 in	 form	 of	 trainings.	 Trainings	 are	 set	 for	 different	 target	 groups,	
basically:	for	ICT	professionals	and	for	others.			

Six	 training	 sessions	were	 held	 on	 various	 cyber	 security	 topics	 in	 Chamber	 of	 Economy.	 Lecturers	
were	 experts	 from	 EU.	 Trainees	 were	 public	 sector	 staff	 (from	 ministry,	 university)	 and	 industry	
representatives.	 Every	 course	was	 evaluated	using	 a	 survey	 and	 the	overall	 feedback	about	quality	
was	very	good	(above	4,5	out	of	five).	

The	trends	are	elaborated	 in	field	of	cyber	security.	According	to	several	credible	sources	there	 is	a	
wide	opportunity	for	specialists	in	this	area	in	ME.		
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WP4	 Broaden	 the	 pool	 of	 skilled	 workers	 capable	 of	 supporting	 a	 cyber-secure	
nation	
	
This	package	is	devoted	to	study	program	that	would	generate	skillful	industry	workforce,	who	will	be	
further	 actively	 involved	 in	 improvement	 of	 general	 public	 cyber	 security	 awareness.	 According	 to	
proposal,	both	ME	partners	were	supposed	to	develop	and	accredit	master	study	program	 in	cyber	
security.	

There	 is	a	comprehensive	analysis	of	current	state	 in	cyber	security	education	worldwide.	Although	
no	 specific	 standard	 is	 established	 in	 this	 area,	 there	 are	 specialized	 study	 programs	 and	 we	may	
expect	the	progress	in	standardization	too.	There	is	a	analysis	of	state	of	education	in	the	field	at	the	
ME	partner	universities	and	at	the	selected	EU	universities.		

During	 the	 project	 the	 changes	 in	 the	 existing	 master	 program	 in	 cyber	 security	 at	 UDG	 were	
recognized	and	appropriate	programme	update	was	suggested.	Initial	idea	was	to	bring	joint	program	
with	UNIM,	but	since	that	is	not	(yet)	allowed	by	the	local	law,	at	UNIM	was	decided	to	foster	cyber	
security	introducing	new	subjects	related	to	this	area.				

University	 of	 Nova	 Gorica	 published	 a	 call	 for	 enrolment	 on	 master	 program	 in	 Cyber	 security	
http://www.udg.edu.me/fist/osnovne/obavjestenja/serve/7312.	The	call	excerpt	is	given	below.	

The	program	is	not	accredited	during	the	project,	as	it	was	set	in	proposal.	It	was	already	accredited	
when	the	project	began.	However,	project	manager	(on	behalf	of	partners)	applied	for	modification	
of	the	master-program,	by	implementing	EU	best	practice.	The	current	study	programme	is	given	at	
http://mastercybersecurity.me/nastavni-plan-i-program-20162017-god/	
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University	 Mediterranean	 offers	 master	 study	 program	 in	 information	 technology	 with	 several	
subjects	related	to	information	security.	Since	the	accreditation	process	takes	a	long	time	to	complete	
and	 includes	 various	 procedures,	 it	 is	 decided	 that	 for	 first	 time	 cyber	 security	 subjects	 should	 be	
introduced	 in	 already	 existing	 program.	 This	 programme-modification	 is	 accepted	 at	 the	 university	
Senate.	Students	are	in	position	to	choose	all	three	elective	subjects	in	area	of	cyber	security.	Every	
cyber-security	 subject	 is	 funded	 by	 the	 project	 and	 the	 scholarship	 for	 students	 that	 chose	 these	
subjects	is	decreased	accordingly.	Information	about	these	subjects	is	up	to	being	documented	in	the	
diploma	supplement	that	is	assembled	with	the	diploma	"master	in	information	technology".		

However,	the	process	of	accreditation	of	the	distinct	study	programme	"master	 in	cyber	security"	 is	
on	going	and	is	expected	to	start	next	school	year.	

This	year	call	for	adapted	program	"master	of	information	technology"	is	given	below:		
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Deliverable	WP5:	Quality	Control	and	Monitoring	
The	 TEMPUS	 ECESM	 project	 Enhancement	 of	 cyber	 educational	 system	 of	 Montenegro	 has	
established	the	Quality	assurance	board	at	the	very	beginning	of	the	project.	The	QA	board	consist	of	
5	representatives	as	follows:	

• Marko	Hölbl,	University	of	Maribor	
• Massimo	Cappelli,	Global	Cyber	Security	Center	
• Ramo	Šendelj,	University	Donja	Gorica,		
• Anđela	Jakšić	Stojanović,	University	Mediterranean	
• Marko	Kääramees,	Tallinn	University	of	Technology	

	
Even	that	various	institutions	are	involved,	it	should	be	noted	that	representatives	from	the	Ministry	
of	information	society	and	telecommunications	and	Ministry	of	education	should	be	also	members	of	
the	QA	board.		
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–	Internal	Quality	Control	Management	

According	to	the	available	evidence	from	the	project	website,	the	Quality	assurance	board	has	been	
working	 seriously	 on	 quality	 assessment	 of	WP1	 and	WP2.	 Quality	 Assurance	 Board	 held	 separate	
meetings	for	each	work	package	and	produced	minutes	of	the	meeting	with	corresponding	reports	on	
Work	 Package	 1	 and	Work	 Package	 2.	 The	 reports	 performed	 in	 depth	 analyses	 of	 the	 produced	
deliverables	 and	 provided	 extensive	 comments	 and	 recommendations.	 Furthermore,	 there	 was	
similar	approach	for	other	workpackages.	The	work	of	QA	board	is	really	praiseworthy.		

Inter-Tempus	coaching	
The	Inter-Tempus	coaching	events	was	organized	on	30th	September.	It	was	held	during	IFOFEST	2014	
in	Budva,	Montenegro.	The	main	aim	of	the	event	was	to	use	accumulated	expertise	of	members	of	
running	 and	 completed	 Tempus	 projects	 through	 sharing	 experiences	 between	 different	 project	
consortiums.	The	Inter-Tempus	Coaching	was	attended	by	14	participants	from	6	institutions.		

The	 Inter-Tempus	 coaching	 events	 was	 cross-matched	 with	 two	 Tempus	 projects:	 “Bioengineering		
Technology		and		Medical	Informatics		Studies		in		Serbia		and		Montenegro”		(BioEMIS)	and	“Support	
and	Inclusion	of	students	with	disabilities	at	Higher	Education	Institutions	in	Montenegro”	SINC@HE.	

External	Quality	Control	Management	

Monitoring	in	Montenegro	

As	a	part	of	an	on-going	monitoring	of	the	Tempus	activities	 in	Montenegro,	a	field	monitoring	visit	
took	place	on	the	27th	of	June	2014	at	the	University	Donja	Gorica.		Ms	Vanja	Drljević	and	Mr	Ranko	
Lazović	 from	 the	 National	 Erasmus	 +	 Office	 in	 Montenegro	 met	 and	 discussed	 the	 progress	 of	
activities	 with	 representatives	 of	 both	 Montenegrin	 Universities	 involved	 in	 the	 project	 and	 with	
representatives	of	 the	Ministry	of	 Information	Society	and	Telecommunications	and	the	 Institute	of	
Modern	Technology.	The	visit	confirmed	that	the	project	is	relevant	for	the	higher	education	context	
in	Montenegro.	 It	was	 highly	 appreciated	 that	 the	 activities	 are	 developing	 in	 accordance	with	 the	
plan,	 and	 that	 there	 are	 no	 significant	 delays	 as	 regards	 the	 implementations	 of	 activities.	 The	
auditors	 recommended	 that	 when	 creating	 a	 master	 programme,	 the	 existing	 programme	 at	
University	 of	 Donja	 Gorica	must	 be	 taken	 into	 account	 in	 order	 to	 avoid	 overlapping.	 The	 idea	 of	
developing	 joint	 master	 programme	 is	 highly	 appreciated	 and	 suggested	 by	 auditors.	 It	 was	 also	
suggested	that	participation	of	all	non-academic	partners	in	the	project	activities	need	to	be	stronger	
in	the	future,	especially	the	role	of	Institute	of	Modern	Technology.	

As	part	of	our	on-going	monitoring	of	Tempus	activities	in	Montenegro,	a	field	monitoring	visit	took	
place	on	 the	28th	of	September	2015	 in	Budva.		Ms	Vanja	Drljević	and	Mr	Ranko	Lazović	 from	 the	
National	 Erasmus	 +	 Office	 (NEO)	 in	Montenegro	met	 and	 discussed	 the	 progress	 of	 activities	 with	
representatives	 of	 the	 consortia.	 The	 auditors	 noted	 that	 the	 planned	 master	 programme	 to	 be	
introduced	 has	 already	 been	 accredited	 before	 the	 official	 start	 of	 the	 project.	 Thus,	 the	 foreseen	
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–	programme	will	be	only	reviewed	with	all	EU	partners	and	as	such	accredited/reaccredited	during	the	
reaccreditation	process	in	2016.	The	advisor	noted	that	tuition	fees	must	not	be	charged	during	the	
project	implementation	phase.	It	is	also	suggested	that	Cyber	Security	Education	Center	needs	to	be	
promoted	more	among	the	academic	community	at	the	level	of	the	whole	system,	as	well	as	at	the	
level	of	business	world.	

The	feedback	on	the	intermediate	project	report	was	received	on	24th	September	2015.	The	auditors	
pointed	 out	 the	 positive	 fact	 that	 ten	 trainers	 have	 been	 selected	 from	 five	 partner	 universities	 in	
Montenegro,	and	that	two	training	courses	have	been	organized	and	CISCO	training	course	for	Cyber	
Security	Introduction	Module	will	be	used	to	train	the	other	trainers.	The	auditors	congratulated	the	
consortium	on	well-performed	 dissemination	 activities,	 and	 pointed	 out	 the	 need	 to	 provide	more	
information	 on	 how	master	 program	 courses	 were	 developed.	 Apart	 from	 that,	 it	 is	 positive	 that	
sustainability	 strategy	has	been	published	with	5-year	and	10-year	goals.	 The	 role	of	non-academic	
partners	has	been	questioned,	as	well	as	their	involvement	in	dissemination	activities.	

	

Deliverable	WP6:	Dissemination	
 
6.1.	Establish	and	maintain	interactive	project	website	in	English	and	local	
languages	
	
The	 ECESM	 project	 website	 http://ecesm.net/	 leaves	 the	 impression	 of	 carefully	 managed	 and	
updated	 website	 on	 daily	 bases.	 The	 project	 website	 is	 comprehensive	 and	 user	 friendly.	 It	
apparently	presents	all	 important	 information,	 logos,	download	area,	and	project	 results.	The	most	
time-bound	 page	 is	 Outcomes/Outputs,	 which	 is	 well	 updated	 and	 administrated,	 so	 it	 is	 valuable	
source	of	up-to-date	project	activities.		

The	website	provides	 also	 the	 information	 for	different	 stakeholders,	 so	 that	prospective	 students,	
companies,	project	participants,	as	well	as	EACEA	committees,	can	find	out	the	useful	information.	

6.2	Dissemination	of	intermediate	and	final	results	

So	 far,	 the	 project	 has	 achieved	 the	 enviable	 visibility,	 not	 only	 in	 Montenegro,	 but	 also	 in	 the	
Western	Balkan	region.	The	dissemination	activities	were	of	various	kinds,	as	originally	planed	in	the	
project	proposal.	The	list	of	dissemination	activities	is	as	follows:	

Video	promotion,	dissemination	in	press	and	on	the	Internet	

Cyber	Security	Threats	(in	local	language)	-	Video	

Prepoznati	 značaj	 sajber	 bezbjednosti	 (Recognising	 characteristics	 of	 cyber	 security),	 Chamber	 of	
Economy	of	Montenegro	(in	local	language)	-	Link	
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–	An	article	about	the	seminar	which	was	held	on	16th	February	2016	at	the	Chamber	of	Commerce	in	
Montenegro,	monthly	magazine	Glasnik,	printed	in	1500	copies	and	distributed	free	to	institutions	and	
companies	in	Montenegro	(in	local	language)	-	Link	

Articles	

R.Šendelj,	F.Lombardi,	I.Ognjanović,	S.Guarino,	Cyber	Security	in	Montenegro:	Practice,	Framework	
and	Challenges,	Proceedings	of	INFOFEST	2014	Conference,	28th	September-4th	October	2014,	
Milocer	-	Budva,	Montenegro.	

I.Bandara,	F.Ioras,	K.	MaherI,	Cyber	Security	Concerns	in	E-Learning	Education,	Proceedings	of	ICERI	
2014	Conference,	p.	728-734,	17th-19th	November	2014,	Seville,	Spain.	

I.	Ognjanović,	R.	Šendelj,	I.	Ognjanović,	Cyber	security	awareness	in	Montenegro,	IT	Conference,	
Žabljak	2015,	Montenegro	

J.	Ljucović,	I.	Ognjanović,	R.	Šendelj,	Analysis	of	cyber	security	educational	system	in	Montenegro,	IT	
Conference,	Žabljak	2015,	Montenegro	

I.Bandara,	F.Ioras,	K.	MaherI,	C.	Lusuardi,	Cyber	Security	Challenges	of	Distributed	E-Learning	Systems,	
INTED2015,	the	9th	International	Technology,	Education	and	Development	Conference,	2nd	March	
2015,	Madrid,	Spain.	

R.Šendelj,	I.Ognjanović,	Cyber	Security	Education	in	Montenegro:	current	trends,	challenges	and	open	
perspectives,	7th	annual	International	Conference	on	Education	and	New	Learning	Technologies	
(EDULEARN15),	2015,	Barcelona,	Spain.	

I.	Vujačić,	I.Ognjanović	,	R.Šendelj,	"SM@RT	HOME:	personal	security	and	digital	forensic	
issues",	BISEC	2016.	Access	to	the	paper.	

Dissemination	activities	(conferences)	

5-6	March	2014,	Risk	2014,	Lasko,	Slovenia,	Dissemination	report	from	the	conference	

12-15	May	2014,	THE	NATO	ARW,	Belgrade,	Serbia,	Managing	terrorist	threats	to	critical	
infrastructure	

30	September	2014,	Infofest	2014,	Milocer	-	Budva,	Montenegro,	Enhancement	of	cybereducational	
system	of	Montenegro	

12-13	November	2014,	Cyber	Crime	2014,	Tallinn,	Estonia,	Dissemination	report	from	the	conference	

23-27	February	2015,	IT	Conference	2015,	Zabljak,	Montenegro,	Dissemination	report	from	the	
conference	
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–	14-18	June	2015,	IEEE	Conference	MECO	2015,	Budva,	Montenegro,	Dissemination	report	from	the	
conference	

22	September	2015,	IEEE	Conference	ERK	2015,	Portorož,	Slovenia,	Dissemination	report	from	the	
conference	

Dissemination	activities	(other)	

5-6	April	2016,	University	of	Economics	in	Bratislava,	Slovakia,	Dissemination	report	

5	May	2016,	Institute	of	Modern	Technology,	Montenegro,	Dissemination	report	

25	May	2016,	Faculty	of	tourism	and	business,	Budva,	Montenegro,	Dissemination	report	

24th	June	2016,	Radio	Atlas,	Podgorica,	Montenegro,	Dissemination	report	

National	dissemination	events	(other)	

2	June	2014,	Chamber	of	Economy	of	Montenegro,	Podgorica,	Montenegro,	Dissemination	report	

17	September	2014,	Chamber	of	Economy	of	Montenegro,	Podgorica,	Montenegro,	Dissemination	
report	

10	October	2014,	VIVID	Conference,	Ljubljana,	Slovenia,	Dissemination	report	from	the	conference	

16	October	2014,	Gluhi	nekoč	in	danes	v	Ljubljani,	Ljubljana,	Slovenia,	Dissemination	report	from	the	
conference	

28	January	2015,	IFAM	forum,	Celje,	Slovenia,	Disemination	report	from	the	forum	

11	March	2015,	Round	table	of	Information	Society	Slovenia,	Maribor,	Slovenia,	Dissemination	report	
from	the	round	table	

18	July	2015,	Visit	to	Atlas	Television	Podgorica,	Podgorica,	Montenegro,	Dissemination	report	from	
the	visit	

8	December	2015,	Cybersecurity	Workshop	(The	Slovenian	Society	Informatika),	Maribor,	
Slovenia,	Dissemination	report	from	the	workshop	

16	May	2016,	University	of	Donja	Gorica,	Podgorica,	Montenegro,	Dissemination	report	

25	May	2016,	Visit	to	Atlas	Television	Podgorica,	Podgorica,	Montenegro,	Dissemination	report	

26	May	2016,	Dissemination	at	the	Summer	School	"Be	Ready	for	EU	Values",	Dissemination	report	
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–	In	 total,	 3	 video	 promotions,	 7	 dissemination	 articles,	 7	 conference	 presentations,	 4	 other	
dissemination	 audio/press	 activities,	 and	 11	 national	 dissemination	 activities	 various	 in	 type.	 The	
sufficient	 number	 of	 dissemination	 activities	 is	 evident.	 However,	 it	 is	 not	 clear	 which	 of	 these	
activities	are	targeted	to	the	prospective	students	and	 if	some	of	the	activities	 involved	students	as	
well.	

6.3	Start	up	annual	regional	conference	"Cyber	security	and	society"	

The	annual	conference	“Cyber	Security	 in	the	Knowledge	Society”	 is	nicely	 integrated	 in	the	popular	
regional	 event	 InfoFest,	 and	 it	 was	 organized	 in	 2014,	 2015	 and	 2016.	 The	 conference	 provided	
international	speakers	on	state-of-the-art	topics	 in	cyber	security	and	provides	very	high	visibility	 in	
the	Western	Balkan	region	among	different	stakeholders.	 It	 is	not	evident	 if	conference	can	be	self-
sustainable	after	the	project	end,	so	it	is	recommended	that	consortium	consider	this	fact.	

6.4	Start	up	online	Newsletter	“Cyber	security	and	society”	

According	to	the	Decision	on	Start-up	online	newsletter	titled	“Cyber	instructions	for	all”,	consortium	
published	it	as	a	peer	review,	and	containing	the	following	sections:	welcome	note,	articles,	upcoming	
events	in	cyber	security,	and	project	activities	in	progress.	Up	to	now,	three	issues	are	published: 	

- 1st	Online	Newsletter	-	17.5.2015	
- 2nd	Online	Newsletter	-	2.1.2016	
- 3rd	Online	Newsletter	-	18.5.2016	
	

The	Newsletter	content	is	of	a	very	good	quality.	Since	it	is	published	in	national	language	it	is	highly	
valuable	for	national	and	regional	readers	and	prospective	students.	

Deliverable	WP7:	Sustainability		

A	quite	extensive	effort	was	put	into	sustainability	activities.		First	of	all	two	versions	of	strategy	were	
composed.		These	documents	define	future	activities	and	basically	suggest	continuation	of	work	that	
is	already	seen	in	the	project:	training,	tuning	the	education,	promotion	of	cyber	security	awareness	
and	 involving	 government	 stakeholders.	 The	 second	 version	 of	 strategy	 points	 out	 the	 ways	 of	
achieving	 future	 goals.	 We	 find	 the	 strategy	 documents	 very	 useful	 and	 fully	 aligned	 with	 the	
proposal.	

As	 an	 important	 part	 of	 sustainability	 the	 Montenegrin	 Cybersecurity	 Education	 Center	 (MCEC)	 is	
established.	 This	 activity	 goes	 fully	 in	 line	 with	 the	 proposal.	 The	 Center	 presentation	 is	 set	 as	 a	
subpage	of	the	IMTM	web-site	(http://www.imtm.me/me-cyber-edu-center/).	Valuable	part	is	the	e-
learning	platform,	which	is	built	for	education	in	cyber	security.	The	main	content	on	the	platform	at	
the	moment	is	a	NewsLetter	"Cyber	Security	Instructions	For	All",	but	there	are	also	workshops.	Three	
newsletter	 issues	 have	 been	 published	 so	 far.	 GCSEC	 and	 IMTM	had	meeting	 on	matter	 of	 Center	
activities.	
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–	
Indicators	of	Progress	
Table	 below	 contains	 indicators	 of	 progress.	 It	 turned	 up	 that	 most	 deliverable	 met	 the	 proposal	
requirements	 and	 are	 aligned	 with	 LFM.	 Some	 activities	 surpassed	 the	 requirements	 -	 such	 as	
handbook	 creation,	 where	 two	 versions	 were	 produced,	 or	 dissemination,	 which	 was	 extremely	
fruitful.	However,	there	is	a	lack	of	documentation	for	the	fourth	wp.	

Indicators	of	Progress	

Reference	
Number	

Title	of	Delivery/Activity	 Indicator	of		
progress	

(DEV)	1.1	 Existing	 EU	 practices	 for	 cyber	
security	

Analysis	 of	 best	 practice	 in	 the	 field	 in	 EU:	 standards	 and	
recommendations	that	might	be	usable	for	implementation	
in	the	ME.	Report	1.1	produced.	

(DEV)	1.2	 EU	 practice	 for	 cyber	 security	
education		

Discussion	on	EU	education	in	the	field	and	identification	of	
possible	benefits.	Report	1.2	produced.	

(DEV)	1.3	 Cross-matching	 of	 practice	 in	 ME	
with	EU	standards		

Cross-analysis	 of	 degree	 in	what	ME	meets	 the	 current	 EU	
standards	 in	 the	 field	 and	 identification	 of	 possibilities	 of	
improvement.	Report	1.3	produced.	

(DEV)	1.4	 Roadmap	 for	 new	 Cyber	 security	
education	in	ME			

Defined	long	term	and	short	term	strategies	for	education	in	
the	field	of	cyber	security.		Report	1.4	produced.	

(DEV)	2.1	 Analysis	 of	 the	 ME	 cyber	 security	
public	awareness		

Analyses	 of	 the	 current	 state	 of	 cyber	 security	 public	
awareness	in	Montenegro.		Findings	are	noted	in	report	2.1.	

(DEV)	2.2	 Development	 of	 a	 draft	 cyber	
security	framework	

A	 draft	 methodological	 framework	 defined.	 Framework	 is	
documented	with	report	2.2		

(DEV)	2.3	 Improve	cyber	security	knowledge	 Various	forms	of	communication	with	general	population	on	
subject	of	cyber	security	(open	days,	trainings).	Trainings	are	
documented	 with	 agenda	 and	 minutes	 and	
(http://ecesm.net/trainings-within-wp2-improve-cyber-
security-knowledge)	 as	well	 as	with	 links	 to	 online	 courses	
used	for	this	subject.	On	the	awareness	training	8	teachers	
participated.	 On	 ISO	 27000	 training	 five	 teachers	 (future	
instructors)	 were	 trained.	 About	 120	 professors	 and	 ICT	
coordinators	 participated	 in	 trainings	 in	 5	 cities	 in	 two	
rounds.	 A	 total	 of	 91	 university	 students	 were	 trained	 at	
Mediterranean	University.	

(DEV)	2.4	 Cyber	security	handbook	 Creation	 and	 publishing	 of	 Handbook	 defining	 roles,	
procedures,	methodologies	and	evaluation	of	cyber	security	
resources	for	wide	population.	Two	version	of	handbook	are	
available.	
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–	
(DEV)	3.1	 Cross-matching	 of	 organizations	

with	EU	standards		
Analysis	 of	 current	 state	 of	 cyber-security	 knowledge	 in	
companies	and	organizations	in	ME.	Report	3.1	produced.	

(DEV)	3.2	 Usable	 cyber	 security	 competence	
framework		

Defined	 the	 framework	 applicable	 in	 both	 industry	
environment	 and	 university	 (in	 organizations	 as	 mean	 of	
improvement	 of	 worker	 knowledge	 and	 as	 part	 of	 study	
program).	Framework	is	described	in	report	3.2.	

(DEV)	3.3	 Improve	 knowledge	 within	
organizations	

Six	training	sessions	for	workforce	was	conducted,	with	20-
30	 attendants	 each.	 Course	 plans	 described	 in	 the	 report.	
Handbook	for	professionals	produced.	

(DEV)	3.4	 Professionalization	 issues	 on	 cyber	
career	fields	

Trends	 and	 expectations	 in	 cyber	 security	 field	 in	 ME	
documented.	

(DEV)	4.1	 Analysis	 of	 cyber	 security	 master	
programs	

Analysis	of	European	master	programs	 in	cyber	security	and	
cross-matching	with	ME	 educational	 system	 documented	 in	
report.	

(DEV)	4.2	 Creation	 of	 multidisciplinary	
curriculum	

Master	 study	 program	 in	 cyber	 security	 on	 ME	 partner	
universities.	 Established	 regulation	 about	 the	 programs.	
Major	adaptations	of	study	programs	at	UDG	and	UNIM.	

(DEV)	4.3	 Accreditation	 of	 multidisciplinary	
master	program	

Prepared	documentation	for	the	accreditation	process	
expected.		
No	report	found	related	to	this	activity:	the	accreditation	is	
omitted,	since	the	process	would	took	too	long,	however	the	
adaptations	of	existing	matching	program	(UDG)	and	related	
master	program	(UNIM)	implemented.	

(DEV)	4.4	 Cyber	 security	 research	 and	
development	

Promotion	of	results,	creation	of	a	forum	uniting	industry	and	
academy	 in	 research	 and	 student	 support.	
Already	 held	 workshops	 and	 conferences,	 as	 well	 as	
collaboration	plans	briefly	documented.		

(QPLN)	5.1	 Internal	 quality	 control	 and	
monitoring	reports.			

Quality	board	reports	on	DEV	packages	produced.	

(QPLN)	5.2	 External	 quality	 control	 and	
monitoring		

This	report.	

(QPLN)	5.3	 Inter-tempus	coaching	 One	meeting	organized	with	two	other	Tempus	(BioEmis	and	
SINC@HE)	projects.		

(DISS)	6.1	 Establish	 and	 maintain	 interactive	
project	website	

Web-site	is	at	http://ecesm.net	Page	is	well	structured	and	
easy	for	navigation	so	all	results	may	be	quickly	found.		
The	Facebook	page	
	(https://www.facebook.com/TempusEcesm/)	is	updated	
regularly	with	different	kind	of	information.	However,	it	has	
got	only	21	subscribers	as	for	now.	

(DISS)	6.2	 Dissemination	 of	 intermediate	 and	
final	results	

A	 number	 of	 activities	 in	 form	of	 conference	 presentations,	
summer	school	meetings,	TV	guesting.	Reports	available.		
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–	
(DISS)	6.3	 Start	up	annual	regional	conference	 Conference	"Cyber	Security	in	the	Knowledge	Society”	is	set	

as	part	of	Infofest.		

(DISS)	6.4	 Start	up	online	newsletter	 Newsletter	is	available	at	http://ecesm.net/online-newsletter	
Three	issues	have	been	published	so	far.	

(EXP)	7.1	 Sustainability	 strategy	 of	 project	
results	

Sustainability	 strategy	plans	are	produced.	Two	versions	are	
available.	

(EXP)	7.2	 Build	capacity	for	securing	adequate	
resources	

Assurance	of	sufficient	resources	for	further	accreditation	of	
study	 programs.	 This	 activity	 delivery	 date	 is	 1.12.2016.	 No	
report	is	available	at	the	moment.	

(EXP)	7.3	 Montenegrin	 Cyber	 security	
Education	 Centre	
	

Establishment	 of	 the	 MCEC	 -	 ME	 Cyber	 security	 Education	
Center.	So	far	the	section	at	IMTM	web-site	is	devoted	to	the	
center	 (http://www.imtm.me/me-cyber-edu-center/)	 with	
support	 for	 e-learning.	 Reports	 produced	
(http://ecesm.net/montenegrin-cyber-security-education-
centre).	
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–		

Overall	findings	
	

Indicators	of	progress	expected	 Indicators	achieved	

Strategy	 for	 new	 educational	 practice	
aligned	 with	 modern	 demands	 and	 EU	
examples		

Reports	1.3	and	1.4	produced.	A	roadmap	based	on	EU	
standards	and	industry	best	practice	that	is	supposed	to	
set	 ground	 for	 short	 term	 and	 long-term	 strategy	 for	
cyber	security	education.		

Improved	 cyber	 security	 knowledge	 of	
general	population	

Trainings	reported	in	2.3.	It	targeted	future	instructors,	
professionals	and	students.	Trainings	were	organized	in	
five	cities.		
A	handbook	for	general	citizen	population	published.	

ME	Cyber	Education	Center	

http://www.imtm.me/me-cyber-edu-center/	

Improved	 cyber	 security	 knowledge	 in	
organizations	

Trainings	 prepared	 and	 conducted	 for	 industry	 and	
public	sector.	Requirements	analysed	and	presented	 in	
report	in	3.3.	Also	a	handbook	produced.		

Six	training	session	organized	in	Chamber	of	Economy.	

Cyber	 security	 incorporated	 in	 study	
programs	

Existing	Master	study	program	in	cyber	security	at	UDG	
modified	 to	 reflect	 requirements	 aligned	with	 best	 EU	
practice	in	the	field.	

(http://mastercybersecurity.me/sample-page/upis-na-
magistarske-studije-sajber-bezbjednosti/)	

Adapted	 program	 "master	 in	 information	 technology"	
ignited	 at	 UM.	 The	 accredited	 specialized	 cyber-
security	program	is	up	to	be	started	in	next	school	year.	

	

It	is	important	to	mention	that	the	consortium	along	with	the	Project	Management	Board,	direct	from	
the	 beginning	 took	 into	 consideration	 the	 Evaluation	 from	 EACEA	 and	 has	 proceeded	 with	 all	
proposed	actions’	revisions.		

	

	


